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Make Security and Risk Matter to the Organization

Early-bird discount
Save $350 by April 19
Make IT security and risk part of your organization’s DNA

In digital business, cybersecurity and privacy are everybody’s responsibility

In the digital age, IT security and risk management need to be a fundamental part of everything your organization does. Awareness of cybersecurity and privacy concerns and best practices should reach every line of business and employee. The latest security threats, risks and solutions need to be factored into every process, partnership and initiative from the outset.

What strategies and tactics can shift the organizational mindset from security as an afterthought to considering it a valuable and essential part of every new undertaking? How can security and risk leaders make this level of organizational change happen?

“This is by far the best security and risk conference on the east coast. The quality of the speakers, workshops, sessions and peer connections is outstanding. Add to that, leading vendors.”

Donna Ross, CISO, Radian

Key reasons to attend
- Learn how to prioritize resilience
- Move forward with cloud security
- Address skilled staffing shortages
- Meet major compliance challenges
- Prepare for the Internet of Things (IoT), artificial intelligence (AI) and analytics
- Understand the impact of blockchain

Job titles in attendance for networking
- Chief security officers (CSOs), chief information security officers (CISOs)
- CIOs, chief technology officers (CTOs), chief risk officers (CROs)
- Digital risk officers (DROs) and chief privacy officers (CPOs)
- IT vice presidents and directors
- Network managers, security executives and directors
- Governance and risk and compliance vice presidents, directors and managers
- Enterprise architects and planners
- Finance, audit and legal risk and compliance managers
- Business continuity and IT disaster recovery managers
- Researchers and investors

Visit gartner.com/us/securityrisk or call 1 866 405 2511 for updates and to register!
As complexity continues to grow and risks, threats and vulnerabilities multiply with no end in sight, how can security and risk management leaders move beyond reacting? Attendees learn how to think differently about their role in value preservation and value creation, and how finding sweet spots in a human to machine continuum can help.

Dr. Steve Robbins
Inclusion Consultant, S.L. Robbins and Associates

What Is Culture?
Without understanding culture, we have a difficult time understanding open-mindedness. Dr. Steve Robbins quotes a famous sociologist to explain how culture plays a key role in how humans behave in a world full of differences. Culture also ties into the pursuit of inclusion and innovation, and it has everything to do with teamwork and leadership.

Nicole Malachowski
Retired U.S. Air Force Col., First Woman Thunderbird Pilot, Fighter Squadron Commander, Combat Veteran, White House Fellow and Advisor

Harnessing the Headwinds of Change
In flying, headwinds impact the effectiveness of weapons in combat, and pilots must be resilient and resourceful, on the fly. ‘Headwinds are the perfect metaphor for the change impacting organizations and individuals today,’ says 21-year U.S. Air Force veteran Nicole Malachowski. A former fighter squadron commander, Ms. Malachowski offers lessons on leadership, followership and overcoming adversity. She weaves storytelling with a breathtaking video from the cockpit of her Thunderbird as she executes precision turns, rolls and loops. “Failure isn’t fatal,” she says, “it’s the price of entry if you want to achieve something great.”

Meet the experts

Gartner keynotes

Gartner Opening Keynote: From Managing Risk and Security to Enabling Value Creation — The Security and Risk Management Leaders’ New Imperative

Willful Disruption: Seven Digital Disruptions You Might Not See Coming
As digital projects move from optimization to transformation, the ability to disrupt becomes a critical discipline. Coping with disruption requires the ability to recognize, prioritize and respond in the right way. This presentation examines how general managers can evaluate, track and plan for seven major disruptions using Gartner’s digital disruption toolkit.
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Agenda programs

Leadership and Strategy: Lead and Transform Security and Risk for Digital Business

Acceleration toward digital business continues to present security and risk leaders with new challenges. You must understand the goals of the business, quickly identify and assess the associated risks, and recommend solutions in business terms. Join us for the Leadership and Organization program to hone your skills as an effective communicator, facilitator, problem solver and business leader.

Trends and Capabilities: Build Trust and Resilience With Agile Security

Get practical methods and longer-term strategies to build a more trusted and resilient environment for digital business, and to support an IT organization that’s more agile than ever. This program includes methodologies to support new use cases and improve the efficiency of more mature technologies and processes, as organizations prepare to securely cross the digital business chasm.

Risk and Resilience: Manage Risk to Underpin the Digital Business Transition

Major cyber events and business disruptions have cost C-level executives their jobs, and continue to rise to the board level due to their severity. New investments are being made to bolster security, privacy, safety and reliability in the digital business ecosystem, but more must be done. This program explores the risks and complexities of transitioning to digital business, as well as methods to mitigate them. Sessions focus on strategies and tactics.

Architecture and Operations: Enable Execution With Real-World Technical and Tactical Solutions

Demands on information security and IT risk practitioners keep going up. Facing a rapidly changing threat, risk and technology landscape, they are tasked with defending everything from legacy systems to emerging technologies. Technical professionals are called on to provide solid architectures and technical solutions to support new digital business objectives. This program focuses on next steps to enable adaptable and scalable architectures and solutions for today’s rapidly changing IT and business environments.

Security Markets: Leverage Market Forces to Create Compelling Interactions

Technology innovation leaders must adopt a mindset and practices to accept and embrace perpetual change. Learn to position your organization to foster perpetual innovation, integration and delivery. In this program, learn how to create differentiated value as the security market evolves, identify future growth opportunities and (hopefully) understand the mindset of security buyers.

CISO Circle**

Tailored to the specific needs and perspective of CISOs, the Gartner CISO Circle brings together the world’s security and risk leaders for incisive discussions on what matters in security now and what changes lay ahead. The CISO Circle provides targeted research and exclusive networking for today’s global CISOs. Join us to form valuable connections with other CISOs, hone your leadership and communications skills and learn how to advance business objectives with leading-edge advice and best practices from a variety of security experts and renowned thought leaders from the IT world and beyond.

*Application to participate is required

Meet one-on-one with a Gartner expert*

Up to two private, 30-minute consultations with a Gartner expert provide targeted, personalized advice to help you plan proactively and invest wisely.

Roundtables* These topic-driven end-user forums are moderated by Gartner experts. Learn what your peers are doing around particular issues and across industries.

Workshops* These are small-scale and interactive sessions at which you can drill down on specific topics with a how-to focus.

*Space is limited and preregistration is required.

Special program for midsize enterprise market

Midsize businesses incorporate the same security and risk management principles that large enterprises do, but operate with different restrictions and capabilities. This year’s summit offers a Midsize Enterprise Peer Exchange Forum that explores the practices and solutions unique to these enterprises.

Hot topics

- Cloud security
- Data security and security monitoring
- G Suite

Visit gartner.com/us/securityrisk or call 1 866 405 2511 for updates and to register!
### Program: A Leadership and Strategy

<table>
<thead>
<tr>
<th>Time</th>
<th>Program</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>1:15 p.m.</td>
<td>Attendee Lunch and Dessert Reception, Exhibit Showcase, Theater Presentations</td>
<td>Zero Trust Networking as an Initial Step on the Roadmap to CARTA.</td>
</tr>
<tr>
<td>2:15 p.m.</td>
<td>Workshop: Incident and Risk Management Trends for 2019 and Beyond</td>
<td>Does ISO 22301 Certification Provide Organizational Resilience?</td>
</tr>
<tr>
<td>4:45 p.m.</td>
<td>Gartner Keynote: From Managing Risk and Security to Enabling Value Creation — The Security and Risk Management Leaders' New Imperative</td>
<td>Workshop: Experiences From Implementing Mobile Identity for the Digital Workplace (4:15 - 4:45 p.m.)</td>
</tr>
<tr>
<td>2:15 p.m.</td>
<td>Workshop: Women in Leadership Without Formal Authority (2:30 – 4:00 p.m.)</td>
<td>Workshop: How to Get Started Creating Security Use Cases for Your SEM (4:15 - 5:45 p.m.)</td>
</tr>
</tbody>
</table>

### Agenda at a Glance

<table>
<thead>
<tr>
<th>Day</th>
<th>Time</th>
<th>Program</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Monday</td>
<td>8:30 a.m.</td>
<td>Registration</td>
<td></td>
</tr>
<tr>
<td></td>
<td>10:00 a.m.</td>
<td>Welcome</td>
<td></td>
</tr>
<tr>
<td></td>
<td>10:45 a.m.</td>
<td>Gartner Keynote: From Managing Risk and Security to Enabling Value Creation — The Security and Risk Management Leaders' New Imperative</td>
<td>Workshop: Experiences From Implementing Mobile Identity for the Digital Workplace (4:15 - 4:45 p.m.)</td>
</tr>
<tr>
<td></td>
<td>2:15 p.m.</td>
<td>Workshop: Women in Leadership Without Formal Authority (2:30 – 4:00 p.m.)</td>
<td>Workshop: How to Get Started Creating Security Use Cases for Your SEM (4:15 - 5:45 p.m.)</td>
</tr>
</tbody>
</table>

### Session Overview:

- **Program A: Leadership and Strategy**
  - The Leadership Vision for Security and Risk Management, 2019
  - Manage Cybersecurity With Business-Facing Services and Descriptions
  - Solution Provider Sessions

- **Program B: Trends and Capabilities**
  - Managing Cybersecurity With Business-Facing Services and Descriptions
  - Solution Provider Sessions

- **Program C: Risk and Resilience**
  - Zero Trust Networking as an Initial Step on the Roadmap to CARTA
  - Does ISO 22301 Certification Provide Organizational Resilience?

- **Program D: Architecture and Operations**
  - Office 365 Security: Advanced Security Features and Third-Party Options for Protecting Your O365 Tenant

- **Program E: Security Markets**
  - Workshop: Experiences From Implementing Mobile Identity for the Digital Workplace (4:15 - 4:45 p.m.)

- **Program F: Workshops**
  - Workshop: How to Get Started Creating Security Use Cases for Your SEM (4:15 - 5:45 p.m.)

---

**Agenda as of March 18, 2019, and subject to change.**
**Agenda at a Glance (continued)**

**Wednesday June 19**

<table>
<thead>
<tr>
<th>Time</th>
<th>Program</th>
<th>Session Name</th>
</tr>
</thead>
<tbody>
<tr>
<td>7:00 a.m.</td>
<td>Registration</td>
<td></td>
</tr>
<tr>
<td>7:30 a.m.</td>
<td>Breakfast</td>
<td></td>
</tr>
<tr>
<td>8:30 a.m.</td>
<td>Guest Keynote: The Ideal Team Player</td>
<td>Patrick Lencioni, President and Best-Selling Author, The Table Group</td>
</tr>
<tr>
<td>9:45 a.m.</td>
<td>Breakfast</td>
<td></td>
</tr>
<tr>
<td>9:45 a.m.</td>
<td><strong>Programs</strong></td>
<td></td>
</tr>
<tr>
<td></td>
<td>A. Leadership and Strategy</td>
<td></td>
</tr>
<tr>
<td></td>
<td>B. Trends and Capabilities</td>
<td></td>
</tr>
<tr>
<td></td>
<td>C. Risk and Resilience</td>
<td></td>
</tr>
<tr>
<td></td>
<td>D. Architecture and Operations</td>
<td></td>
</tr>
<tr>
<td></td>
<td>E. Security Markets</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Workshops</td>
<td></td>
</tr>
<tr>
<td>9:45 a.m.</td>
<td>Outlook for Security Outsourcing 2019</td>
<td>State of Data Security 2019</td>
</tr>
<tr>
<td>9:45 a.m.</td>
<td>Every Organization Should Assess the Value</td>
<td>Holistic DLP: Winning at What a Mole</td>
</tr>
<tr>
<td></td>
<td>of an Incident Response Retainer</td>
<td>What You Can Learn From the Intelligence Community's Journey to the Cloud</td>
</tr>
<tr>
<td>9:45 a.m.</td>
<td>Solution Provider Sessions</td>
<td></td>
</tr>
<tr>
<td>9:45 a.m.</td>
<td>Solving the Digital Security Talent Gap:</td>
<td>Do the Simple Things Well in Information Security</td>
</tr>
<tr>
<td></td>
<td>Why Women, Why Now?</td>
<td>Quantum Is the New AI</td>
</tr>
<tr>
<td>9:45 a.m.</td>
<td>Mix the Rewards and Consequences to Grow a</td>
<td>Security and Identity in a Midsize Enterprise: Synergy or Distraction?</td>
</tr>
<tr>
<td></td>
<td>More Secure-Aware Culture</td>
<td></td>
</tr>
<tr>
<td>12:15 p.m.</td>
<td>Attendee Lunch</td>
<td></td>
</tr>
<tr>
<td>12:15 p.m.</td>
<td><strong>Panel: Women in Security</strong></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Robbins, Inclusion Consultant, S. L. Robbins</td>
<td></td>
</tr>
<tr>
<td>3:30 p.m.</td>
<td>Solution Provider Sessions</td>
<td></td>
</tr>
<tr>
<td>4:30 p.m.</td>
<td>Blockchain, Is the Staff Secure?</td>
<td>FedRAMP Demystified</td>
</tr>
<tr>
<td>4:30 p.m.</td>
<td>Why Do CISOs Need to Care About Fraud, and</td>
<td>How to Cope With GDPR and Other Major Regional Privacy Regulations</td>
</tr>
<tr>
<td></td>
<td>What Can Be Done About It?</td>
<td>FedRAMP Demystified</td>
</tr>
<tr>
<td>5:30 p.m.</td>
<td>The Characteristics of a Defensible, Risk</td>
<td>Gartner’s Strategic Vision for Vulnerability Management</td>
</tr>
<tr>
<td></td>
<td>Based Cybersecurity Program</td>
<td>What to Know When Buying Incident Response and Breach Response Services</td>
</tr>
<tr>
<td>5:45 p.m.</td>
<td>Five Questions on Security and Risk That You</td>
<td>Creating Security Monitoring Use Cases With the MITRE ATT&amp;CK Framework</td>
</tr>
<tr>
<td></td>
<td>Must Be Prepared to Answer at Your Board</td>
<td>Operational Technology Security Market, Where Is the Opportunity?</td>
</tr>
<tr>
<td></td>
<td>Meetings!</td>
<td></td>
</tr>
<tr>
<td>5:45 p.m.</td>
<td>Hospitality Suites</td>
<td></td>
</tr>
</tbody>
</table>

**Thursday June 20**

<table>
<thead>
<tr>
<th>Time</th>
<th>Program</th>
<th>Session Name</th>
</tr>
</thead>
<tbody>
<tr>
<td>7:00 a.m.</td>
<td>Registration</td>
<td></td>
</tr>
<tr>
<td>7:30 a.m.</td>
<td>Breakfast</td>
<td></td>
</tr>
<tr>
<td>8:30 a.m.</td>
<td>Guest Keynote: Harnessing Headwinds of</td>
<td>Nicola Malachowski, Retired U.S. Air Force Col., First Woman Thunderbird</td>
</tr>
<tr>
<td></td>
<td>Change</td>
<td>Pilot, Fighter Squadron Commander, Combat Veteran, White House Fellow and</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Advisor</td>
</tr>
<tr>
<td>9:45 a.m.</td>
<td>Solution Provider Sessions</td>
<td></td>
</tr>
<tr>
<td>10:45 a.m.</td>
<td>Top Challenges: Security and Risk Leaders</td>
<td>Outlook for Identity and Access Management 2019</td>
</tr>
<tr>
<td></td>
<td>Face in China</td>
<td>A Practical Guide to Privacy in Blockchain</td>
</tr>
<tr>
<td>10:45 a.m.</td>
<td>A Continuous Organization Requires Risk-Aware</td>
<td>Further Evolution of Modern SOC: Automation, Delegation, Analytics</td>
</tr>
<tr>
<td></td>
<td>Culture to Succeed</td>
<td></td>
</tr>
<tr>
<td>11:45 a.m.</td>
<td>A Practical Guide to Create a Cybersecurity</td>
<td>Three Scenarios You Should Add to Your Incident Response Plan</td>
</tr>
<tr>
<td></td>
<td>Risk Appetite Statement That Works</td>
<td>Improve Technology and Cybersecurity Through Better Customer Experience</td>
</tr>
<tr>
<td>11:45 a.m.</td>
<td>Improve Technology Risk and Cybersecurity</td>
<td>Not Your Grandfather’s Encryption: Emerging Approaches for Privacy-Enhanced</td>
</tr>
<tr>
<td></td>
<td>Through Better Customer Experience</td>
<td>Computation</td>
</tr>
<tr>
<td>11:45 a.m.</td>
<td>Focus More on the Realities of Cyberphysical</td>
<td>Top Challenges Integrated Risk Management Solutions Should Be Addressing for</td>
</tr>
<tr>
<td></td>
<td>Systems Security That than on the Concepts</td>
<td>Organization</td>
</tr>
<tr>
<td></td>
<td>of IoT</td>
<td></td>
</tr>
</tbody>
</table>
Exhibit Showcase

Representing the full range of solutions to drive your digital business, the Exhibit Showcase empowers you to expand your understanding of what’s possible, explore new technologies, validate ideas, and discuss strategic direction. The Exhibit Showcase streamlines your search by allowing you to compare more solutions in less time.

Premier

Carbon Black

Carbon Black (NASDAQ: CBLK) is a leading provider of next-generation endpoint security delivered via the cloud. Leveraging its big data and analytics cloud platform — the Chi-Predictive Security Cloud — Carbon Black consolidates prevention, detection, response, threat hunting and managed services into a single platform with a single agent and single console, making it easier for organizations to consolidate security tools and achieve better protection.

Comodo

Comodo Cybersecurity is the most effective cybersecurity platform on the planet, protecting systems, networks and data against every known and unknown cyber threat and zero-day attacks. Based in Clifton, New Jersey, Comodo Cybersecurity has a 20-year history of protecting the most critical systems from governments and corporations to the world’s largest enterprises. Comodo’s award-winning technology protects data for both businesses and consumers globally.

F-Secure

With over 30 years F-Secure’s experts and technology have stopped many of the world’s most advanced cyber attacks. F-Secure’s advanced AI and Machine Learning technologies provide organizations with whole-of-network security. F-Secure’s solutions are developed to be the world’s leading endpoint solutions; everything from risk assessment, threat hunting and incident detection & response to deep content inspection and endpoint protection.

Forcepoint

Forcepoint is transforming cybersecurity by focusing on what matters most: people, processes and context. The company is built on decades of experience and a strong tradition of innovation. Forcepoint behavior-based solutions adapt to risk in real time and are delivered via a converged security platform, protecting the human point for thousands of enterprise and government customers in more than 150 countries.

F-secure

In over 30 years F-secure’s experts and technology have stopped many of the world’s most advanced attacks. F-secure’s advanced AI and Machine Learning solutions are built to provide organizations with whole-of-network security. F-secure’s solutions are developed to be the world’s leading endpoint solutions; everything from risk assessment, threat hunting and incident detection & response to deep content inspection and endpoint protection.

ReliaQuest

ReliaQuest works to reshape the cybersecurity industry by helping companies rethink their reliance on any one technology, automate security outcomes and elevate security within the enterprise. ReliaQuest leverages Security Model Management to help these organizations evolve their security models. Combining their existing tools with ReliaQuest’s technology, people, and process, ReliaQuest transforms organizations into their own security platforms.

Okta

Okta is the leading independent provider of identity for the enterprise. With over 5,500 pre-built integrations to applications and infrastructure providers, Okta customers can rapidly and securely adopt the technologies they need to fulfill their missions. Over 5,000 organizations, including 20th Century Fox, JetBlue, Nordstrom, Black Entertainment Television, and TiVo use Okta to securely connect their people and technology.

Darktrace

Darktrace is the world’s leading AI company for cyber defence. Its Enterprise Immune System detects and fights back against cyber-attacks of all kinds, from insider influence to fast-acting malware to subtle, hard-to-detect threats. With its self-learning AI, Darktrace safeguards the IoT and the cloud. Headquartered in San Francisco and Cambridge, UK, Darktrace has over 600 employees and 40 office worldwide.

Okta

Okta is the leading independent provider of identity for the enterprise. With over 5,500 pre-built integrations to applications and infrastructure providers, Okta customers can rapidly and securely adopt the technologies they need to fulfill their missions. Over 5,000 organizations, including 20th Century Fox, JetBlue, Nordstrom, Black Entertainment Television, and TiVo use Okta to securely connect their people and technology.

Classroom Showcase

Exhibitor list as of March 18, 2019, and subject to change
Exhibit Showcase (continued)

Premier (continued)

RiskRecon

RiskRecon is the only continuous vendor monitoring solution that delivers risk prioritized action plans custom-tailored to match your risk priorities, providing the world’s easiest path to understanding and acting on third-party cyber risk. Partner with RiskRecon to build your scalable, third-party risk management program and realize dramatically better risk outcomes. To learn more about RiskRecon’s approach or to request a demo, visit riskrecon.com

CyberArk

CyberArk, the #1 provider of privileged access security, protects data, infrastructures and assets across the enterprise, in the cloud and throughout the DevOps pipeline. CyberArk delivers the most complete solution to reduce risk created by privileged credentials and secrets and is trusted by more than 50% of the Fortune 100.

Cybereason

Cybereason, creators of the leading end-to-end cybersecurity solution, offers endpoint detection and response (EDR), next-generation antivirus (NGAV), threat monitoring, and incident response services, all powered by its proprietary Cross-Machine Correlation Engine.

Agari

Agari is the only cloud-native solution that uses predictive AI to stop advanced email attacks. Winner of Best Email Security Solution by SC Magazine in 2019, the Agari Email Trust Platform™ prevents nonsense, ATAC phishing BEC and other identity deception attacks, restoring trust to digital channels for businesses, governments and consumers worldwide. Learn more at www.agari.com.

Ampcus

Ampcus is a global Business & Technology consulting firm providing end-to-end solutions to corporations and government agencies. With a deep understanding of complex processes and transformation needs, we offer robust and flexible digital solutions that seamlessly align with industry best practices.

Bitdefender

Bitdefender is a global security technology company that delivers solutions in more than 100 countries through a network of value-added distributors and reseller partners.

Interested in exhibiting? Contact us at exhibit@gartner.com.

CyberSight

CyberSight is the most widely adopted Security Ratings company with a mission to change the way the world addresses cyber risk. Transforming data into insights, CyberSight enables security and risk leaders to make more informed security decisions that result in overall improved security outcomes for a safer more resilient digital world.

Hitachi ID

Hitachi ID Systems delivers access governance and identity administration solutions to organizations globally. Hitachi ID solutions are used by Fortune 100 and Global 2000 companies to manage identities, provide access, automate workflows, and ensure compliance. Forescout Technologies is the leader in detection and prevention of cyber vulnerabilities and is the only solution to provide dynamic, and intelligent visibility into traffic across physical and virtual environments without affecting production network performance.

Symantec Corporation (NASDAQ: SYMC), the world’s leading cyber security company helps businesses, governments and people secure their most important data whenever it lives. Organizations across the world look to Symantec for strategic, integrated solutions to defend against sophisticated attacks across endpoints, cloud and infrastructure. Symantec operates one of the world’s largest civilian cyber intelligence networks, allowing it to see and protect against the most advanced threats.

Ampcus is a global Business & Technology consulting firm providing end-to-end solutions to corporations and government agencies. With a deep understanding of complex processes and transformation needs, we offer robust and flexible digital solutions that seamlessly align with industry best practices.

BeyondTrust is the worldwide leader in Privileged Access Management, offering the most seamless protection across the expanding attack surface and today’s borderless network. BeyondTrust provides organizations with the ability to easily scale privilege security as threats evolve across endpoint, server, cloud, DevOps and network device environments. We are trusted by 400,000 customers.

Forescout Technologies is the leader in detection and prevention of cyber vulnerabilities and is the only solution to provide dynamic, and intelligent visibility into traffic across physical and virtual environments without affecting production network performance.

ESET is a global cyber security provider. ESET endpoint security partner from the European Union, trusted by 115 million users and official provider of Google Chrome. With 13 R&D centers on 4-continents, our malware researchers stop 24/7 to build fortified multi-layered security solutions neutralizing existing and future threats.

Agari provides an end-to-end solution that uses predictive Al to stop advanced email attacks. Winner of Best Email Security Solution by SC Magazine in 2019, the Agari Email Trust Platform™ prevents nonsense, ATAC phishing BEC and other identity deception attacks, restoring trust to digital channels for businesses, governments and consumers worldwide. Learn more at www.agari.com.

Forescout Technologies is the leader in detection and prevention of cyber vulnerabilities and is the only solution to provide dynamic, and intelligent visibility into traffic across physical and virtual environments without affecting production network performance.

ESET is a global cyber security provider. ESET endpoint security partner from the European Union, trusted by 115 million users and official provider of Google Chrome. With 13 R&D centers on 4-continents, our malware researchers stop 24/7 to build fortified multi-layered security solutions neutralizing existing and future threats.

Agari provides an end-to-end solution that uses predictive Al to stop advanced email attacks. Winner of Best Email Security Solution by SC Magazine in 2019, the Agari Email Trust Platform™ prevents nonsense, ATAC phishing BEC and other identity deception attacks, restoring trust to digital channels for businesses, governments and consumers worldwide. Learn more at www.agari.com.
IBM, with 8,000 professionals in 133 countries, delivers an immune system of security technologies to detect and prevent threats and respond quickly and competently to breaches. We address the evolving security landscape and our clients’ most critical needs with AI innovation in the cloud and intelligent orchestration.

**Exhibit Showcase (continued)**

**Platinum (continued)**

**iBoss (Singapore)**

The boos cloud secures you Internet access on any device, from any location, in the cloud. With the focus from following perimeters to following users so that consistent cloud security is applied while users are in the on or off the road.

**InfoSec Institute**

InfoSec Institutes security education solutions equip your entire workforce with the skills and confidence to be cyber security defenders. SecurityIQ, our security awareness and anti-phishing platform, adapts to employees’ security aptitudes and risk to deliver personalized learning experiences.

**SailPoint**

SailPoint, the leader in enterprise-identity management, brings the Power of Identity to customers around the world. As both an industry pioneer and the current leader in identity governance, SailPoint delivers security, operational efficiency and compliance to enterprises with complex IT environments.

**InSights**

InSights is redefining cyber enterprise threat management platform. InSights transforms tailored threat intelligence into automated security operations by delivering data mining algorithms and unique cyber reconnaissance capabilities. To learn more visit: http://www.insights.com

**McAfee (acquired by VMware)**

McAfee is the device to device cybersecurity company. Inspired by the power of working together, McAfee creates business and consumer solutions that make our world a safer place. For businesses, McAfee helps orchestrate holistic, data-driven cybersecurity environments that work smarter, not harder. For consumers, McAfee helps by securing their digital lifestyle at home and away.

**MediaRo**

MediaRo reduces your human risk in cybersecurity, privacy, and compliance by delivering comprehensive employee awareness programs.

**Secureworks**

Secureworks® (NASDAQ: SCWO) is a leading global cybersecurity company that protects organizations in the digitally connected world. We deliver an industry’s first and only enterprise threat protection that works everywhere. We help the world’s largest organizations take on the most complex security challenges with our technology solutions.

**Microsoft**

Everyday, Microsoft practices security operation as a global scale to protect our customers, in the process analyzing more than 6.5 trillion signals to generate intelligence that we share with our customers and partners through our technology solutions.

**Mimecast**

Mimecast is a cybersecurity provider that helps thousands of organizations worldwide to secure, email, report trust and bolster cybersecurity resilience: www.mimecast.com

**Proofpoint**

Proofpoint makes the world’s largest organizations more secure, connected, and productive. Our suite of cloud-based threat, security and greatest assets: their people. With Proofpoint protects organizations’ biggest vulnerabilities, perform compliance testing, define security policies, and deliver an attacker resistance score to drive true security improvement.

**Rapid7**

Rapid7 is advancing security with visibility, analytics, and automation delivered through our Insight cloud. Our solutions simplify the more complex, always-oncybersecurity fight. Our platform provides business process owners and security teams the tools they need to improve the visibility and cultivate their most critical security and compliance risks.

**Sofos**

Sofos makes IT security simple. Focused on innovation in next-generation protection, Sofos solutions are simple to deploy, maintain, and manage. Enabling organizations to protect and defend their networks, their information, and their people. Sofos — Security made simple.

**Tenable**

Tenable® is the Cyber Exposure company. Over 27,000 organizations around the globe rely on Tenable® to understand and reduce cyber risk. Tenable® extended its expertise in vulnerabilities to deliver SecurityCenter®, the only platform to see and secure any digital asset on any computing platform.

**Varnum**

Varnum is a pioneer in data security and brings decades of experience and knowledge to customers for data security, governance, compliance, classification, and threat analytics.

**Varonis**

Varonis is transforming cybersecurity with AI to its Cognitive platform automates cyberattack detection and response from data center and cloudworkloads to user and IoT devices. Cognito correlates threats, prioritizes hosts based on risk and provides rich context to empower responders with existing security teams, reducing security operations workload by 30X.
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**Platinum (continued)**

Verizon
Your security shouldn’t stop at just monitoring. To keep up with today’s threats, you need services to manage devices and certificates, help maintain compliance and offer actionable threat intelligence. Our experts work 24/7 from our security operations centers to give you what you need to stay focused on your business.

VMware
VMware software powers the world’s complex digital infrastructure. The company’s compute, cloud, mobility, networking and security offerings provide a dynamic and efficient digital foundation to more than 500,000 customers globally, aided by an ecosystem of 75,000 partners.

WhiteHat Security
WhiteHat Security provides developers with the tools and services they need to write and deliver the most secure software at the speed of business. Their Application Security Platform empowers true DevSecOps by continually assessing risk for organizations’ software assets, and helping them embed security throughout the software life cycle.

Zscaler
Zscaler services enable organizations to move securely from castle-and-moat networks to modern direct-to-cloud architectures. Zscaler services enable organizations to move securely from castle-and-moat networks to modern direct-to-cloud architectures. Zscaler services enable organizations to move securely from castle-and-moat networks to modern direct-to-cloud architectures. Zscaler services enable organizations to move securely from castle-and-moat networks to modern direct-to-cloud architectures. Zscaler services enable organizations to move securely from castle-and-moat networks to modern direct-to-cloud architectures.

---

**Silver**

AC Global Risk
AIC Services, Ltd
Active Countermeasures
AlgoSec
ALT
Anomali
Arctic Wolf Networks
Arrow Security
Armie
Armor Cloud Security
Aruba, a Hewlett Packard Enterprise company
Attivo Networks
BAE Systems
Binary Defense
Bluelight Networks (USA) Inc.
CenturyLink
Checkmarx
Check Point
CipherCloud
Cloudflare
Code 42 Software
Contrast Security
Conekt
CyberVista
Demisto
Devo
Digital Defense, Inc.
Digital Guardian
Edgewise Networks
Endgame
Expanse
Extraprise
Extrahop Networks
Fahimian
Focal Point Data Risk
ForeScout
Fractal Industries
Global Learning Systems
Greenhorn
GTB Technologies Data Protection that Works
Guardian
HackerOne
Hitzoom
Imperva
Innovacoustics
Intel Security
Intelligent Cyber Intelligence
IAG
JAG
Jazz Networks
Kama Security
Keyfactor
Kofax
Laracure
LastPass
LogPath
LogRhythm
Lookout
Makeiteasy
Maxey
MobileFirst
NistP
Nominet
Ntosic Networks
Nyotron
ObserveIT
Onapsis Inc.
OpenText
PacketViper
Paladon
Panda Security
Parallels
Pftek Labs
Pliko
Plunklight
ProcessUnity
PwC
Radiant Logic
Recorded Future
Rev Outside - Security for Salesforce
RiskIQ Inc.
RSA
Rum
SafeNet
SafeNet Security
Savvynt
Savvity
Scytale
Security Compass
Security Mentor Inc.
Securonix
SentinelOne
Si3
Si4
Skybox Security
Smash
Spanning Cloud
Apps Inc.
STEALTHbits Technologies
SureCloud
Synopsys
Termanova Security
Thycotic
TITUS
Tpirate
Turbora Inc.
Valma
Verafile
Yubico
Zimperium

---

**Registration and pricing**

**What’s included**

In addition to five agenda programs of the latest expert research, your conference registration fee includes complimentary access to these special features:

- Two Gartner one-on-ones*
- Workshops*
- Roundtables*
- Exhibit Showcase
- Networking breakfasts, lunches and receptions

*Sessions open to end users only. Online preregistration is required for one-on-ones, workshops and roundtables. Reserve your place early, as space is limited.

**Group Rate Discount**

Maximize learning by participating together in relevant sessions or splitting up to cover more ground, sharing your session take-aways later.

**Complimentary registrations**

- 1 for every 3 paid registrations
- 2 for every 5 paid registrations
- 3 for every 7 paid registrations

For more information, email GlobalConferences@gartner.com or contact your Gartner account manager.

**Gartner conference tickets**

We accept one Gartner summit ticket or one Gartner Catalyst ticket for payment. If you are a client with questions about tickets, please contact your sales representative or call +1 203 316 1200.

**Early-bird discount**

Save $350 by April 19
Early-bird price: $3,350
Standard price: $3,700
Public-sector price: $3,150

3 ways to register
Web:
gartner.com/us/securityrisk
Email:
GlobalConferences@gartner.com
Phone:
1 866 405 2511

**Gartner hotel room rate**

$279 per night at Gaylord National Resort & Convention Center
Gaylord National Resort & Convention Center
201 Waterfront St.
National Harbor, MD 20745
gartner.com/us/securityrisk

The deadline to book at Gartner’s discounted rate is Friday, May 10, 2019, at 5:00 p.m. ET.
Gartner Security & Risk Management Summit
June 17 – 20, 2019
National Harbor, MD
gartner.com/us/securityrisk

Join the conversation

#GartnerSEC

Register now and save $350
Early-bird discount expires April 19

Web: gartner.com/us/securityrisk
Email: GlobalConferences@gartner.com
Phone: 1 866 405 2511

Security and risk management conferences around the globe

Gartner Identity & Access Management Summit
March 7 – 9, 2019 | London, U.K.

Gartner Security & Risk Management Summit
August 13 – 14, 2019 | São Paulo, Brazil

Gartner Security & Risk Management Summit
August 19 – 20, 2019 | Sydney, Australia

Gartner Security & Risk Management Summit
August 26 – 27, 2019 | Mumbai, India

Gartner Security & Risk Management Summit