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Take the next steps on your IAM journey
Deliver Efficiency.
Innovate for Agility.
Adapt to Customers.

“Gartner IAM Summit delivers relevant content and great representation of analysts and vendors.”
Ola Sergatchov
Portfolio Strategy Director — IAM, IBM

Frank Buytendijk
Vice President and Gartner Fellow
Advance your strategy for IAM excellence

Deliver Efficiency. Innovate for Agility. Adapt to Customers.

Today’s identity and access management (IAM) leaders have a critical role to help the business thrive in the evolving digital landscape. At Gartner Identity & Access Management Summit 2018, you’ll get a comprehensive view of today’s IAM: what works, what’s new, and what you need to look out for. We’ll help you advance in your journey toward effective workplace and consumer IAM (CIAM), and give insights on:

- Starting your IAM program with the right vision, roadmap and foundations
- Delivering on cloud — Adopt a road-tested cloud identity strategy and governance
- Automating — Use analytics, robotic process automation (RPA), role management and CIAM to scale
- Leveraging new trends in privileged access management (PAM) to make it more robust, yet agile
- Upgrading or fixing your identity governance and administration (IGA) — Avoid costly mistakes, or repair yours
- Planning for an IAM future that includes blockchain, biometrics and artificial intelligence (AI)

Key benefits of attending

- Learn from 25 Gartner experts how to make your IAM more efficient, agile and customer-focused.
- Get actionable tactics with our expanded Technical Insights Program, including technical advice on new architectures, identity analytics, CIAM and cloud.
- Ask experts in private meetings and roundtables how to rationalize and automate your IAM processes.
- Cut through the hype around blockchain, biometrics or AI, and get independent advice on what’s real.
- Get up-to-speed on the latest General Data Protection Regulation (GDPR) and privacy developments to ensure your IAM adequately protects your technology and business assets.
- Evaluate IAM vendors through Gartner assessment sessions, and get demos from any of the 90 IAM vendors.
- Share ideas with 1,500 peers on how to deliver, measure and communicate the value of your IAM program.

“My second year at Gartner IAM Summit, and I find it incredibly informative for driving my IAM program.”

Jason Sylvia, Director of Identity Management, ADP
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Gartner keynotes

The Future of Identity and Access Management: 2019 and Beyond
IAM is an important component of an overall security and risk management plan and a key enabler of digital business. Learn how to evolve your IAM approach given current best practices and industry trends. Key issues are:
• What are the architectural trends in IAM?
• What drivers and best practices are shaping the evolution of IAM in 2018?

The IAM Magic Quadrants and Critical Capabilities
The access management market has evolved beyond supporting traditional web applications, and now there are more choices than ever. Attend this keynote presentation for an overview of the IAM-related Gartner Magic Quadrants and Critical Capabilities that have been published in the past year.

Living With Digital: Business Innovation to Societal Disruption
Leading organizations move from “just” digital business to using technology to tackle society’s larger issues: fintech, healthtech, agritech, legaltech. This provocative, fast-paced presentation argues that the Silicon Valley way of creating a better world is short-sighted and misguided. What will be your story? Let it be one of optimism and hope.

Meet the analysts
Agenda tracks

**A**
**IAM Strategy and Program Management**
Get the information you need to align your IAM strategy with corporate goals, build an IAM roadmap with attainable milestones, organize project resources, and measure project success.

**B**
**Access Management and Authorization**
Catch up on the latest access management and authorization insights to support diverse authentication methods, adaptive access, mobile, the Internet of Things (IoT) and API target systems. Discover OpenID Connect, OAuth, blockchain and self-sovereign identity.

**C**
**Identity Administration and Governance**
Learn practical identity governance and administration (IGA) to reduce operational overhead, streamline operations, minimize risk, and comply with regulations. Explore next-generation identity architecture and technologies.

**D**
**Trust, Authentication and Fraud Prevention**
Explore continuous adaptive risk and trust models. Learn how analytics, biometrics and other advanced authentication methods help provide frictionless access, improve security, and prevent fraud.

**E**
**Security, Risk and Privacy**
The lines of delineation between IAM and security, risk, and privacy are diminishing as more identities, data sources, and technologies are introduced. Explore the security and privacy trends influencing IAM.

**F**
**Senior Executive Program**
IAM leaders face new challenges in digital business: They must understand business goals, quickly identify and assess risks, and articulate them in business terms. Learn how to become a recognized leader and problem solver.

**Hot topics by track**

**A**
- Building your IAM roadmap
- IAM strategy for cloud migration
- How to establish effective IAM program governance

**B**
- Architecting PAM for cyber defense
- Leveraging CIAM to improve customer experience
- Blockchain and self-sovereign identity

**C**
- Cloud and next-gen IGA
- Making IAM architecture more agile
- Taking control of enterprise role management

**D**
- Fraud prevention and payment security
- Multifactor authentication
- AI, analytics and biometrics authentication

**E**
- GDPR and privacy
- Top 10 trends in security 2018
- Application and data security

**F**
- Leadership vision for security and risk management
- Communicating and influencing stakeholders
- Responsibilities of the IAM leader

Summit features

**Interact with experts**

**Gartner one-on-one meetings**
As a Gartner conference attendee, you are entitled to up to two private, 30-minute consultations with a Gartner expert of your choice. These sessions are a great way to reinforce lessons learned and how-to recommendations presented throughout the conference. As our event attendees tell us, Gartner one-on-one meetings are worth the price of admission, all in themselves.

**Roundtable discussions**
Hear what your colleagues from various industries are experiencing around relevant topics in these Gartner-moderated sessions.

**Workshops**
Drill down on specific how-to conference topics in a small-group environment led by Gartner or guest experts.

*Space is limited and preregistration is required for these sessions.

Network with peers

**End-user case studies**
Learn about recent implementations firsthand, with an opportunity for a Q&A with the IT and business executives leading the initiatives.

**Hospitality suites**
Hosted by Premier and Platinum exhibitors, these evening theme receptions are ideal for informal networking.

**Exhibit Showcase, receptions and special events**

“The IAM summit is a good place to get information on new IAM programs and best practices.”

Kuntal Shah, Lead Security Analyst, Altria Client Services
## Agenda at a Glance

### MONDAY DECEMBER 3

<table>
<thead>
<tr>
<th>Time</th>
<th>Session</th>
</tr>
</thead>
<tbody>
<tr>
<td>7:00 a.m.</td>
<td>Registration Senior Executive Program Welcome and Breakfast: The 2018 CIO Agenda — A Security Outlook (7:00 a.m. – 8:00 a.m.)</td>
</tr>
<tr>
<td>7:15 a.m.</td>
<td>General Attendee Breakfast Industry Networking Breakfasts</td>
</tr>
<tr>
<td>7:45 a.m.</td>
<td>Gartner Opening Keynote: The Future of Identity and Access Management in 2019 and Beyond (Gregg Kreizman, Vice President; Mary Ruddy, Vice President)</td>
</tr>
<tr>
<td>8:30 a.m.</td>
<td>Keynote: Influencing Your Stakeholders (Diane Wilkinson, Senior Partner, The Wow Factor)</td>
</tr>
<tr>
<td>9:15 a.m.</td>
<td>Ask the Analyst Sessions</td>
</tr>
<tr>
<td>10:45 a.m.</td>
<td>Solution Provider Sessions</td>
</tr>
<tr>
<td>10:00 a.m.</td>
<td>TRACKS</td>
</tr>
<tr>
<td></td>
<td>A. IAM Strategy and Program Management</td>
</tr>
<tr>
<td></td>
<td>B. Access Management and Authorization</td>
</tr>
<tr>
<td></td>
<td>C. Identity Administration and Governance</td>
</tr>
<tr>
<td></td>
<td>D. Trust, Authentication and Fraud Prevention</td>
</tr>
<tr>
<td></td>
<td>E. Security, Risk and Privacy</td>
</tr>
<tr>
<td></td>
<td>Ask the Analyst Sessions</td>
</tr>
<tr>
<td></td>
<td>Workshop</td>
</tr>
<tr>
<td>11:00 a.m.</td>
<td>Data Security (10:00 a.m. – 10:45 a.m.)</td>
</tr>
<tr>
<td>11:45 a.m.</td>
<td>What’s Your IAM Vision and Strategy?</td>
</tr>
<tr>
<td>11:45 a.m.</td>
<td>Senior Executive Program Lunch: Top Trends in Security for 2018/2019</td>
</tr>
<tr>
<td>12:30 p.m.</td>
<td>Attendee Lunch and Exhibit Showcase Dessert Reception</td>
</tr>
<tr>
<td>2:45 p.m.</td>
<td>Case Study: Manage Privileged Access to Reduce Security Risks and Increase Agility</td>
</tr>
<tr>
<td>2:45 p.m.</td>
<td>CASBs and IAM — Thick As Thieves</td>
</tr>
<tr>
<td>2:45 p.m.</td>
<td>What Security and Trust Leaders Need to Know About Blockchain</td>
</tr>
<tr>
<td>2:45 p.m.</td>
<td>State of Data Security 2018</td>
</tr>
<tr>
<td>2:45 p.m.</td>
<td>Getting Your Message Across (2:30 p.m. – 4:00 p.m.)</td>
</tr>
<tr>
<td>3:15 p.m.</td>
<td>Solution Provider Sessions</td>
</tr>
<tr>
<td>4:45 p.m.</td>
<td>Gartner Keynote: The IAM Magic Quadrants and Critical Capabilities (Ant Allan, Vice President; Felix Gaehtgens, Director; Kevin K. Kampman, Director; Gregg Kreizman, Vice President)</td>
</tr>
<tr>
<td>4:45 p.m.</td>
<td>Gartner Keynote: Living With Digital — From Business Innovation to Societal Disruptions (Frank Buytendijk, Vice President and Gartner Fellow)</td>
</tr>
<tr>
<td>5:30 p.m.</td>
<td>Exhibit Showcase and Networking Reception</td>
</tr>
</tbody>
</table>

### SUNDAY DECEMBER 2

<table>
<thead>
<tr>
<th>Time</th>
<th>Session</th>
</tr>
</thead>
<tbody>
<tr>
<td>2:00 p.m.</td>
<td>Registration</td>
</tr>
<tr>
<td>3:15 p.m.</td>
<td>Tutorial: IAM 101</td>
</tr>
<tr>
<td>4:30 p.m.</td>
<td>Tutorial: How to Start an IAM Program</td>
</tr>
<tr>
<td>7:00 a.m.</td>
<td>Tutorial: Fundamentals of Access Management</td>
</tr>
<tr>
<td>7:45 a.m.</td>
<td>Tutorial: Fundamentals of Identity Governance and Administration</td>
</tr>
<tr>
<td>3:15 p.m.</td>
<td>Tutorial: Fundamentals of Access Management</td>
</tr>
<tr>
<td>4:30 p.m.</td>
<td>Tutorial: How to Start an IAM Program</td>
</tr>
<tr>
<td>7:00 a.m.</td>
<td>Tutorial: Fundamentals of Access Management</td>
</tr>
<tr>
<td>7:45 a.m.</td>
<td>Tutorial: Fundamentals of Identity Governance and Administration</td>
</tr>
</tbody>
</table>

---

* Technical Insights Program
## Technical Insights Program

### TUESDAY DECEMBER 4

<table>
<thead>
<tr>
<th>Time</th>
<th>TRACKS</th>
<th>Events</th>
</tr>
</thead>
<tbody>
<tr>
<td>7:00 a.m.</td>
<td>Registration</td>
<td>General Attendee Breakfast; Senior Executive Program Breakfast: Leadership Vision for Security and Risk Management, 2018 (7:00 a.m. – 7:45 a.m.)</td>
</tr>
<tr>
<td>8:00 a.m.</td>
<td>Guest Keynote: The Sky IS NOT the Limit Chris Hadfield, Astronaut/First Canadian Commander of the International Space Station</td>
<td></td>
</tr>
<tr>
<td>9:15 a.m.</td>
<td>Consumer IAM and GDPR: Giving Consumers Control of Their Data</td>
<td>Architecting Privileged Access Management for Cyber Defense; Bring Your Own Identity: From Social Networks to Blockchain Self-Sovereign Identity; What's New in Electronic Signature; Adaptive Access Protection: Access Is Not a One-Time Decision; Best Practices in IAM Program Management</td>
</tr>
<tr>
<td>10:15 a.m.</td>
<td>Solution Provider Sessions</td>
<td>Selected Tracks: Identity Analytics: How Analytics, Machine Learning and AI Are Shaping the Future of IAM; Best Practices for OAuth 2.0 and OpenID Connect: Get It Right; Plan for Success With Identity Governance and Administration; Managing the Insider Threat: Why Employee Monitoring Is No Longer Taboo; Case Study: The University of Auckland — Business-Outcome-Aligned IAM Leadership Tamara Al-Salim, IAM Manager, University of Auckland; Moving Authentication and Access Management to the Cloud; Your Path to Office 365 IAM Success (9:00 a.m. – 10:30 a.m.)</td>
</tr>
<tr>
<td>10:45 a.m.</td>
<td>Solution Provider Sessions</td>
<td>Selected Tracks: Setting a Path to Follow: Building Your IAM Roadmap; Choosing the Right API Gateway to Protect Your Microservices; Case Study Identity Proofing and Corroboration: Creating Trust in an Untrusted World; Why You Must Consider Data Privacy When Building Your IoT Initiative; Privileged Access Management Best Practices; Selecting the Right Product for Your OAuth and OpenID Connect Use Cases (10:45 a.m. – 12:15 p.m.)</td>
</tr>
<tr>
<td>11:45 a.m.</td>
<td>Solution Provider Sessions</td>
<td>Selected Tracks: Case Study</td>
</tr>
</tbody>
</table>
Premier

BeyondTrust® is a global cyber security company that believes preventing data breaches requires the right visibility to enable control over internal and external risks. We offer visibility to confidently reduce risks and control take proactive, informed action against threats. BeyondTrust unifies the most effective technologies for addressing risk: Privileged Account Management and Vulnerability Management. BeyondTrust solutions are trusted by over 4,000 customers worldwide. Learn more at www.beyondtrust.com.

CyberArk, the #1 provider of privileged access security, protects data, infrastructure and assets across the enterprise, in the cloud and throughout the DevOps pipeline. CyberArk delivers the most complete solution to reduce the risk created by privileged credentials and secrets and is trusted by more than 50% of the Fortune 100.

EdgeCon is the trusted cyber risk and regulatory compliance partner to the world’s leading organizations, providing consulting, managed services, and harmonized regulatory content. We secure the modern enterprise by developing programs that increase business agility and create a competitive advantage for our clients. Our strategy-first model optimizes on-premises and cloud security, IAM, GRC, and cybersecurity.

Consumers, citizens, and employees increasingly expect anywhere-anytime experiences — whether they are making purchases, crossing borders, accessing e-gov services or logging onto corporate networks. Entrust Datacard offers the trusted identity and secure transaction technologies that make those experiences reliable and secure. Solutions range from financial cards, passports, and ID cards to authentication, certificates, and secure communications.

The ForgeRock Identity Platform™ transforms the way millions of customers, prospects, and citizens interact with businesses and governments online, providing better security, building relationships, and enabling new cloud, mobile, and IoT offerings from any device or connected thing. ForgeRock serves hundreds of brands globally, like Morningstar, Vodafone, GEICO, and the government of Norway, among many others. For more information and free downloads, visit http://www.forgerock.com or follow ForgeRock on Twitter at http://www.twitter.com/forgerock.

Hitachi ID Systems delivers access governance and identity administration solutions to organizations globally. Hitachi ID solutions are used by Fortune 500 companies to secure access to systems in the enterprise and in the cloud. The Hitachi ID Management Suite enables automation, self-service and delegated administration of accounts, identity attributes, passwords and other credentials. Connectors are included for over 100 types of systems and applications, both on-premise and cloud-hosted.

Traditional security defenses are no match for today’s relentless well-funded attackers, while disruptive technologies, like Cloud and the Internet of Things, introduce new vulnerabilities to exploit. IBM Security, with 8,000 professionals in 133 countries, delivers an immune system of security technology to detect and prevent threats and respond quickly and completely to breaches. We address the evolving security landscape and 17,000 clients’ most critical needs with AI innovation in the cloud and intelligent orchestration.

New 8th Gen Intel®-Core™-vPro™ processor-based PCs are one of your most strategic assets against security threats. The Intel®-vPro™ platform is architected to provide innovative security with Intel® Authenticate for advanced identity protection. Supporting legacy multifactor authentication, it verifies identities in hardware for added protection below the software, providing IT with the security they need while offering seamless log-on for employees.

Micro Focus is a global software company with 40 years of experience in delivering and supporting enterprise software solutions that help customers innovate faster with lower risk. Our portfolio enables our 20,000 customers to build, operate and secure the applications and IT systems that meet the challenges of change. Everything we do is based on a simple idea, the fastest way to get results from new technology investments is to build on what you have-in essence, bridging the old and the new.

Founded in 1975, Microsoft (Nasdaq “MSFT”) is a Cloud first, Mobile first company delivering technologies that help businesses worldwide take advantage of mobile, enterprise social, and cloud computing trends to drive growth. Microsoft helps you to move to the cloud on your terms; getting the most value from your existing IT investments while giving you the flexibility to respond quickly to changing business needs www.Microsoft.com
Exhibit Showcase (continued)

Platinum

Auth0, a global leader in Identity-as-a-Service (IDaaS), provides thousands of enterprise customers with a Universal Identity Platform for their web, mobile, IoT, and internal applications. Its extensible platform seamlessly authenticates and secures more than 1.5B logins monthly, making it loved by developers and trusted by global enterprises.

IDMWORKS, the industry-recognized IAM experts with over 650 successful engagements with global brands since 2004, delivers a full spectrum of Advisory, Assessment, and full life-cycle IAM Implementation Services, as well as turnkey IAM Hosted/Managed Services in our SOC2 certified data centers. Meet with us at Gartner to see what we can do for you.

MicroStrategy (Nasdaq: MSTR) is a worldwide leader in enterprise analytics and mobility software. A pioneer in the BI and analytics space, MicroStrategy delivers innovative software that empowers people to make better decisions and transform the way they do business. We provide our enterprise customers with world-class software and expert services so they can deploy unique intelligence applications.

Omada

Since 2000, Omada has focused on using identity to create measurable business value. Identity, managed the Omada way, simultaneously improves security, efficiency, cost control, and regulatory compliance. We’ve pioneered many of the best practices in use today and are passionate about taking identity management even further. Do more with identity.

The Oracle Cloud offers complete SaaS application suites for ERP, HCM and CX, plus best-in-class database Platform as a Service (PaaS) and Infrastructure as a Service (IaaS) from data centers throughout the Americas, Europe and Asia. For more information about Oracle (NYSE:ORCL), please visit us at oracle.com.

Silver

Authen2cate
Auth0
Avecto
Averon
Axiomatics
Bomgar
CA Technologies
Centrify
Certified Security Solutions, Inc. (CSS)
Column Information Security
Duo Security
EST Group
Evident ID
Fischer International Identity
Focal Point Data Risk
Gemalto
GnuCiv

HID Global
IAMCompare
Identity Automation
Imanami Inc.
Iovation
Junio
Krontech
LastPass by LogMeIn
OKICK
OneLogin
Open Systems
OpenText Inc
Optimal IdM
Optiv
PrimeID INC
Remediant
RF IDEas
SAP Customer Data Cloud
Sath, Inc.
SDG Corporation
Securonix
Silverfort
Simeio Solutions
SSH Communications
STEALTHbits Technologies
Thycotic
Trusona
Varonis Systems
Verifi
Veridium
Yubico, Inc.

Interested in exhibiting? Contact us at exhibit@gartner.com.

Registration and pricing

What’s included

In addition to six tracks of the latest research, your conference registration fee includes complimentary access to the following special features:

- Two Gartner one-on-one meetings*
- Workshops*
- Roundtables*
- Exhibit Showcase
- Networking breakfasts, lunches and receptions

*Online preregistration is required for one-on-ones, workshops and roundtables. Reserve your place early, as space is limited.

Group Rate Discount

Maximize learning by participating together in relevant sessions or splitting up to cover more ground, sharing your session take-aways later.

Complimentary registrations

- 1 for every 3 paid registrations
- 2 for every 5 paid registrations
- 3 for every 7 paid registrations

For more information, email GartnerGlobalEvents@gartner.com or contact your Gartner account manager.

Gartner hotel room rate

$185 per night at Caesars Palace
3570 Las Vegas Blvd. South
Las Vegas, NV 89109
Phone: 1 877 950 5460

Gartner event tickets

We accept one Gartner summit ticket or one Gartner Catalyst ticket for payment. If you are a client with questions about tickets, please contact your sales representative or call +1 203 316 1200.
Register now and save $350

Early-bird discount expires October 5.

Web: gartner.com/us/iam
Email: GartnerGlobalEvents@gartner.com
Phone: 1 866 405 2511

Gartner Identity & Access Management Summit 2018

December 3 – 5 / Las Vegas, NV
gartner.com/us/iam

[First Name], join us for our biggest event yet. Fresh content, top experts and unparalleled networking. Please use code IAMDM1 when you register.

Priority code

Join the conversation

#GartnerIAM